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Scenario Execution

Overview: LoDDoS Autopilot revolutionizes the approach to Distributed Denial of Service (DDoS) 
testing by enabling fully automated test execution. This cutting-edge feature, known as Auto Run, 
empowers users to initiate and manage DDoS tests without any need for manual intervention once 
the project is set up. By leveraging this automated approach, LoDDoS Autopilot ensures that tests 
are executed precisely as scheduled, providing customers with a streamlined, efficient, and reliable 
testing experience.

Pre-Configured Attack Scenarios: Users can pre-configure multiple attack scenarios within a 
project, with each scenario being assigned a specific execution order. This ensures that tests are 
carried out in a predetermined sequence, providing a comprehensive assessment of the system’s 
resilience against varied attack strategies.

Priority-Based Execution:  The sequence of scenarios is determined by the priorities assigned by 
the user, allowing for a highly customizable and targeted testing approach.

Automated Test Start

Hands-Free Initiation: When a project is configured with the Auto Run feature, the DDoS test begins 
automatically at the pre-scheduled start time. This eliminates the need for any manual initiation, 
allowing customers to focus on other critical tasks while ensuring that their testing is conducted as 
planned.

Seamless Operation: Once activated, the system autonomously manages the entire process, 
transitioning smoothly through the operational stages. This includes automatically activating the 
"Launch" button, conducting a preliminary HealthCheck, and finally transitioning to the "Stop" button 
once the test is completed.

Health Monitoring
Automated Health Checks: Throughout the testing process, LoDDoS Autopilot performs 
continuous health checks to assess the status of the system before, during, and after the attack. 
This ensures that the system is in a stable condition before starting the test and provides 
immediate feedback on the system’s performance post-attack.

Proactive Issue Detection: Any anomalies detected during these health checks are reported 
instantly, allowing for rapid response to potential issues.

Key Features:
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Project Setup: The user configures the test parameters, including attack scenarios, start times, and 
priority levels for scenario execution.
 

Auto Run Activation: The project is saved with Auto Run mode enabled.

Test Execution: At the scheduled start time, the system automatically initiates the test.

• The system conducts a pre-test HealthCheck to ensure readiness.
•
• Attack scenarios are executed in the order specified by the user.
•
• A post-test HealthCheck is performed to assess the system’s condition.

Manual Override (if necessary): At any point, the user can stop the test immediately or switch 
to manual control to continue the operation as needed.

Reporting:  Upon completion, the system generates a comprehensive report, summarizing the 
test results and providing insights into system performance.

The operational flow of LoDDoS Autopilot is designed to be intuitive and efficient. Once a project 
is saved with Auto Run enabled, the system takes full control of the test execution: efficient, and 
reliable testing experience.

LoDDoS Operational Flow:

Conclusion:

Autonomous Reporting

Comprehensive Post-Test Reports:  After each Auto Run test, detailed reports are generated 
automatically. These reports include critical data and insights about the test, enabling users to 
review the outcomes and assess system vulnerabilities at their convenience.

No Need for Live Monitoring:  Users can trust that the system will capture all necessary information 
without requiring them to monitor the test in real-time, freeing them to attend to other duties.

Manual Override Capability 

Instant Test Termination: LoDDoS Autopilot provides users with the flexibility to stop a test at any 
time. This means that if a situation arises where the test needs to be halted immediately, the Auto 
Run mode can be turned off, and the attack will cease instantly.

Manual Operation Continuation:  In addition to stopping the test, users have the option to take over 
manual control of the test at any stage. This allows for a more hands-on approach if needed, 
enabling the user to make real-time adjustments or decisions during the testing process.

LoDDoS Autopilot’s Auto Run feature represents a significant advancement in DDoS testing, offering 
unparalleled automation, reliability, and flexibility. By automating the initiation, execution, and 
reporting of DDoS tests, while also allowing for manual intervention when necessary, it empowers 
customers to conduct thorough assessments of their systems with minimal oversight, ensuring that 
they can maintain robust defenses against DDoS attacks with maximum efficiency and control.
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LoDDoS

Türkiye Office:

Mustafa Kemal Mahallesi, Dumlupınar Bulvarı No:164, 
Kentpark Ofis, Kat:4 Daire:06 Çankaya, 06510 ANKARA

info@loddos.com

Don't leave your digital resilience to chance. 
Contact LoDDoS today to schedule a consultation and fortify your defenses 
against the ever-evolving threat of DDoS attacks.

LoDDoS: The confidence of knowing your network can withstand the storm.
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